




Any personal information is  safe enough on the web 
because the hackers could steal your  identity on line.

We usually put a lot of  personal information on the web  
without thinking too much about it and so we run the 
risk that someone else will use our data for illegal use.



Nowadays we can 
find a lot of info 
about the risk of 
the identity fraud, 
as mentioned in 
this newspaper 
report.



This is a result of a survey;

of 400 children with an average 
age of 16 years: 10% : were 
stalked, 
4%: were author of persecution.

A legal complaint for stalking? 
"Absolutely not." According to the 
parents "it would be a shame for 
the family”



Fishing on line and  On line Frauds

This phenomenon is now a big problem 
considering the massive use of smartphones and 
tablet used to access online services.
Finally   we can say that in our country a large 
percentage of people know the importance of 
secure HTTPS browsing session.



Here it is an example of “fishing”:
we can see that the address is different from the original address of 

poste.it . . . It means that  in this case  
someone is trying to “fish” you… 



With this method you can buy everyting, alway with the security of https protocol.



Malware in general may create a lot of security 
problems in our computer, PDA, etc….

Did you install an antivirus in your computer?

17% out of 24 countries in  the world use the PC to 
surf on internet without antiviruses software;

In Italy
13,8%, have their own pc unprotected

In Finland
9,7% have their own pc  unprotected. 

from  McAfee at 1 June 2012

(smartphone and tablet are not considered in this 
survey)….



The problem is not completely solved by 
the antiviruses software but at least you 
can filter and stop the download  of a big 
percentage of malware.

The most important thing to do is: to 
have a proper and correct behaviour.



A special department of our 
governamental police is constantly  
checking all the traffic on internet: they 
do a good job but, since they have too 
much information and data traffic to 
check, sometimes they can't provide all 
the necessary security.



To sum p:

1.Don’t think that nobody is interested on you 
and on your personal data

2.Install an antiviruses software

3.Install a firewall

4.Don’t use IE and prefer other browsers 

5.Don’t open an unknown email

6.Don’t  click on unknown link

7.Don’t upload anything of your personal life.


